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Abstract

Computer fire modeling can be a two-edged tool in forensic fire engineering investigations. Professional standards of care recommend that fire modeling’s primary use is in examining multiple hypotheses for a fire as opposed to determining its origin. This paper covers the current acceptable benefits of computer fire models, historical and pending legal case law, and methods to use modeling results within expert reports and testimony. Particular issues reviewed are the use of animations versus simulations, evidentiary guidelines, and authentication using verification and validation studies.
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Introduction

Computer fire modeling is now commonplace in support of complex forensic fire and explosion investigations involving fatalities and significant monetary losses, although models have existed since the 1960s. Fire modeling initially centered on explaining, verifying, and validating the physical phenomena of fires.

Fire scientists and forensic engineers are using open source programs developed by the National Institute of Standards and Technology (NIST), which have undergone verification and validation (V&V) by the U.S. Nuclear Regulatory Commission (NRC). These scientists and engineers have pushed the acceptability and application of fire modeling out of laboratory conditions and into the world of forensic fire scene reconstruction. Early successes of fire modeling in the field of fire litigation and reconstruction led the way to define its usefulness. In addition, selected peer-reviewed references further underscore its application.

Computer fire models constitute independent scientific evidence (e.g., scientific tests) under legal rules to simulate or reconstruct a fire event, draw inferences from existing information, and analyze complex mathematically driven theories. Therefore, the evidentiary standards and rules of admissibility for scientific computer-generated displays ultimately determine whether increasingly complex expert testimony and visual illustrations will be presented to fact finders. Although the rules in state and federal courts do not specifically address computer-generated displays’ admissibility, the existing rules are adequately flexible to provide sufficient management of the ever-developing cases and controversies.

Selection/Application of Computer Fire Models

Computer fire modeling (particularly of structures) can render a wide range of acceptable uses — mainly when used in forensic fire scene reconstructions. However, in choosing the “right tool for the job,” the user must have insight into the model’s purpose and bounded conditions.

Fire models are not limited solely to forensic engineering applications. Early work at NIST defined the various broader areas that fire modeling can be applied,
which include, but are not limited to:

- Avoiding repetitious full-scale fire testing;
- Establishing flammability of materials;
- Helping designers and architects increase the flexibility and reliability of performance-based fire codes;
- Identifying needed fire research;
- Assisting in fire investigations and litigation.

Fire modeling in forensic cases can assist in extending the interpretation of existing data, incorporating peer-reviewed historical findings, and evaluating the incapacitating impact of byproducts of combustion on humans. However, the proper fire model’s selection and use is the decision of the forensic engineer or investigator. The following available classes of fire models are recognized for use by fire investigators who perform a wide range of calculations:

- **Spreadsheet** — Calculates mathematical solutions for interpretations of actual case data;
- **Zone** — Calculates the fire environment through two homogeneous zones;
- **Field** — Calculates the fire environment by solving conservation equations, usually using finite-element mathematics;
- **Post-flashover** — Calculates time-temperature history for energy, mass, and species and is useful in evaluating structural integrity in fire exposure;
- **Fire protection performance** — Calculates sprinkler and detector response times for specific fire exposures based on the response time index;
- **Thermal and structural response** — Calculates the structural fire endurance of a building using finite-element calculations;
- **Smoke movement** — Calculates the dispersion of smoke and gaseous species;
- **Egress** — Calculates the evacuation times using stochastic modeling using smoke conditions, occupants, and egress variables.

The atypical/uncommon use of two or more computer fire models by an investigator, such as a first-order calculation followed by a more accurate model, may help the expert self-peer-review the bounds of a fire scenario. This methodology can be accomplished by first approaching the fire scenario using a spreadsheet calculation of first-order relationships followed by a zone and even a field model.

Peer-reviewed findings show that when applying the multiple model approach in three different apartment fire scenarios, the reported results were in relatively good agreement, particularly in the early stages of the fire. Using simpler models is cost-effective, less time-consuming, and can confirm the order of magnitude of the results from more complex models.

Finally, engineering guidelines and standards exist for selecting, applying, and determining computer fire models’ accuracy through exhaustive reviews and testing. The Society of Fire Protection Engineers publishes guidelines along with ASTM International. The National Fire Protection Association NFPA 921’s *Guide to Fire and Explosion Investigations* Chapter 22 on “Failure Analysis and Analytical Tools” devotes an entire section to the guidance for the use of fire models along with their limitations in forensic fire investigations. Understanding, applying, and referencing these standards enhance the benefits derived from the investigator’s application to forensic cases, support their conclusions, and subsequently can be upheld during scrutiny in expert challenges in court.

**Challenges to the Use of Computer Fire Modeling in Forensic Fire Investigations**

V&V is a formal process of establishing acceptable uses, suitability, and limitations of fire models. Verification determines that a model correctly represents the developer’s conceptual description. Validation determines that a model is a suitable representation consistent with scientific evidence of the real world and is capable of reproducing phenomena of interest.

What concerns both expert witnesses and the courts is the reliability of computer fire models to predict the fires’ common features accurately. These features include upper-layer temperatures and heat fluxes, generation of toxic byproducts of combustion, and activation of smoke alarms, heat detectors, and sprinkler systems. For example, NRC’s V&V studies compare actual fire test results.
and predictions of hand calculations, zone models, and field models. As shown in Figure 1, when the models are applied correctly to fires that are in their incipient stage of development and pre-flashover, there is general agreement among them and the variability of real-world fires.

Mathematical, experimental, physical, structural, computational, and input/output uncertainties are an unfortunate reality when choosing which computer fire models to apply. To maintain the trustworthiness of computer fire modeling, the users of this technology are challenged to: (a) mitigate error by ensuring the use of quality input data; (b) quantify and articulate uncertainties that can inherently plague the underlying calculations; and (c) ensure that quality expert judgment is used when introducing and utilizing computer fire modeling as evidence during testimony and trials.

The United States Nuclear Regulatory Commission (NRC) has written a 2,000+ page series of V&V manuals to analyze various computer fire models. These documents contain voluminous materials on computer fire modeling uncertainties that are inherent in the models. Also, manuals accompanying the computer software contain disclaimers that can be used to attack even the most attentive practitioner.

Use of Animations Vs. Simulations

Anytime computer-generated materials are entered into evidence, whether in an expert report, a hearing, or a courtroom proceeding, the report’s admission will likely be scrutinized. Computer-generated exhibits typically fall into two general categories: animations or simulations. An animation is an artificially created continuation of events, while a simulation determines the missing components or data that led up to the event.

Animations

Reconstructions using fire modeling often involve the computer-generated approach. Suggested definitions by Morande propose that animation should be viewed as merely a computer-generated set of snapshots used to guide and illustrate a witness’s testimony. The key here is that animations are precisely that — interpretations of what a witness perceives to be an incident’s outcome.

It is important to note that the animation alone needs a qualified expert to draw conclusions and generate opinions derived from this computer-generated animation. For example, an experienced radiologist would interpret x-rays or computed tomography (C.T.) scans. Although an animation is not substantive evidence, its use at trial is governed by the Rules of Evidence.

Animations are demonstrative aids that are used to illustrate and support a witness’s testimony and opinion. Testimony is utilized to recreate the event; an animation has secondary relevance to the issues and does not depend on the proper use of scientific rules. Animations are admissible in a court of law if they supplement a witness’s verbal description of the transpired event, clarify some issue in the case, and are more probative than prejudicial.

Simulations

Morande defines that a simulation is computer-generated substantive evidence. A simulation creates a series of scaled diagrams strung together to produce what appears to be a moving image. For example, NIST’s CF AST and FDS computer models generate data interpreted by a program known as Smokeview. This visual data consists of a combined series of frames that (in rapid sequence) produce a movie.

However, the Smokeview visualization of each data frame is associated with a specific predicted time by FDS in the fire event. The data frames can be played back at a single rapid, real-time, or slow-motion rate. What sets these approaches apart is that a simulation utilizes one or more programs, which, after inputting data, use scientific formulas to produce conclusions based on that data.
regarding issues material to the trial. The results produced by a simulation’s programming are equivalent to the opinions reached by an expert witness.

**Figure 2** illustrates how a fire pattern analysis of an existing fire scene can use image pattern recognition and a generic first-order algorithm describing fire dynamics (fuel package, virtual origin, fire plume, ceiling jet) complemented with an actual FDS fire model simulation showing heat flux exposure to interior surfaces.

Subsequently, when computer-generated simulations are offered into evidence, it is admissible if both its reliability and general acceptance into the scientific community are established. The reliability of fire modeling software is generally of high quality.

Evidence law is in flux with regard to foundational evidentiary issues associated with computer-generated animations and simulations. The initial inquiry involves distinguishing between animations and simulations.

Simulations are substantive evidence based upon scientific and physical principles rather than merely illustrative testimonial aids. Data input and analysis supplants eyewitness testimony in an attempt to recreate an event to arrive at factual determinations that have independent evidentiary value. When simulations are used, fact finders are asked to rely upon mathematical calculations, computer processes, and expert scientific assumptions; in essence, the computer becomes a second witness.

When computer-generated evidence supplies missing information to prove a disputed material fact, assist an expert in forming an opinion, or test an expert’s hypothesis, more rigorous assessments of reliability and validity are necessary before the authentication and admissibility of the proposed computer fire model can take place.

**Admissibility of Computer Fire Models**

**Authentication of the Computer Fire Model**

When considering the introduction of a computer fire model in litigation, authentication of evidence is a prerequisite to its admissibility. The Rule of Evidence 901 deals with this issue, stating:

(a) In General. To satisfy the requirement of authenticating or identifying an item of evidence, the proponent must produce evidence sufficient to support a finding that the item is what the proponent claims it is.

(b) Examples

(1) Testimony of a Witness with Knowledge. Testimony that an item is what it is claimed...
Evidence About a Process or System. Evidence describing a process or system and showing that it produces an accurate result.

Whether or not a result can be verified by another means can affect the ability to authenticate it. “Fire modeling can normally be considered as the prediction of fire characteristics by the use of a mathematical method which is expressed as a computer program.”

Admissibility of Evidence

There exists as a general rule, for evidence to be admissible in a court of law, the proposed exhibit:

(a) must be relevant (e.g., tend to prove or disprove a fact that is of consequence in the case);

(b) must have probative value that is not substantially outweighed by unfair prejudice, must not mislead or confuse the jury, be a waste of time or needlessly cumulative;

(c) must be authenticated (e.g., proven to be genuine and what it is purported to be);

(d) must not be hearsay or fall within an exception to hearsay;

(e) must constitute the “best evidence”;

(f) if offered as an opinion, must conform to the attendant lay or expert rules;

(g) if offered as scientific evidence, then must meet the standards for admission;

(h) if offered as demonstrative evidence, must be relevant, material, and competent; and

(i) must not violate any other rule of evidence.

In a nutshell, evidentiary rules require a judge to determine if the expert is qualified, if their opinion is relevant and reliable, and if the proposed testimony will assist the factfinder.

Laying a Foundation for the Admission of Computer-Generated Evidence

The proponent of a computer fire model must clear two legal hurdles before the computer-generated exhibit is admitted into evidence: A foundation must be laid that is based upon what the advocate is attempting to prove (e.g., simulation or animation), and the model must negotiate a balancing test (Rule 403) to demonstrate that the evidence is more probative than prejudicial.

The testifying expert’s qualifications must demonstrate that she: is qualified in the specific field of computer fire modeling and is qualified in the technique of generating a computer simulation or animation based on specific input data.

Computer fire models must satisfy the Daubert factors (testing, peer review, error rates, acceptability in the relevant scientific community) or any other applicable test in the jurisdiction. In addition, the underlying mathematical model will be scrutinized to ensure that: (a) the chosen factors are correctly measured; (b) the selected factors are relevant and inclusive; (c) the underlying mathematical formulae and simplification procedures are appropriate; (d) the numerical tools were accurately applied; and (e) the problem was adequately translated into the model.

After this, foundation testimony will be required to confirm: (a) the reliability of the data underlying the computer-generated evidence; (b) the authentication of the computer equipment and the principles used in the software program; (c) the integrity and security of the computer system; and (d) the security of the output.

A computer fire modeling expert should expect questions in reference to:

- Details about how the animation/simulation was generated,
- What information was used in creating the computer-generated evidence,
- How the information used was collected,
- The appropriateness of the mathematical model,
- How the computer fire modeling program accurately processes the input information,
- The specific methodology employed,
- The facts and evidence on which their opinion is based and relied upon in reaching conclusions,
• How their expert judgment relates to the available physical evidence, and
• Any technical or scientific assumptions that have been made80,85,89,90.

Admissibility of Demonstrative Vs. Substantive Evidence

Computer fire models may be admitted into a court of law as demonstrative or substantive evidence. Demonstrative evidence has no probative value standing alone, but merely serves as a visual aid to help the fact finder (e.g., jury) in comprehending the verbal testimony of a witness. This type of evidence is tethered to other material testimony in order to be relevant and is admissible to the same extent as the associated testimony86.

Demonstrative evidence, such as graphics, charts, diagrams, and models, are generally admissible if the item constitutes a “fair representation” of the evidence it purports to represent91. In general, if a computer-generated presentation meets the requirements of the rules of evidence — and does not exceed the scope of the evidence it is intended to explain or clarify — it can be admitted at trial as a demonstrative exhibit.

Conversely, substantive evidence is defined as “that which is offered to establish the truth of a matter to be determined by the trier of fact”92. “This type of evidence has independent evidentiary value and is offered to prove a crucial fact at issue in the litigation. “Computer-generated simulations used as substantive evidence or as the basis for expert testimony regarding matters of substantive proof must have been generated from computer programs that are generally accepted by the appropriate community of scientists to be valid for the purposes at issue in the case92.”

A note of interest: Even though a computer fire model could be inadmissible as substantive evidence due to not being properly authenticated, a jury may be allowed to view the simulation during the course of expert witnesses’ testimony at trial, solely as a demonstrative exhibit.

Rule 403 and the Exclusion of Relevant Evidence

Rule 403 is sometimes utilized to exclude relevant evidence that may nevertheless pose a danger of diverting jurors with inequitable considerations that could impair the reaching of a rational decision based solely on relevant facts. In most legal settings, however, the Rule favors the admission and not the exclusion of evidence.

Rule 403. Excluding Relevant Evidence for Prejudice, Confusion, Waste of Time, or Other Reasons

The court may exclude relevant evidence if its probative value is substantially outweighed by a danger of one or more of the following: unfair prejudice, confusing the issues, misleading the jury, undue delay, wasting time, or needlessly presenting cumulative evidence (emphasis added).

Reasons for excluding computer fire models include:
• Susceptibility to and ease of manipulation,
• Convincing impact (e.g., seeing is believing, CSI effect),
• Confusion of the jury,
• A disadvantage to opponents who cannot afford to create computer fire models, unjustifiable reliance of jurors due to familiarity with computers, and/or
• A belief that the animation/simulation is an actual recreation of the event92.

Admissibility of Expert Testimony

Admissibility and Rule of Evidence 702

The admission of computer fire models into evidence requires the testimony of an expert and is therefore governed by Daubert and Rule of Evidence 702 — Testimony by Expert Witnesses:

A witness who is qualified as an expert by knowledge, skill, experience, training, or education may testify in the form of an opinion or otherwise if:

(a) the expert’s scientific, technical, or other specialized knowledge will help the trier of fact to understand the evidence or to determine a fact in issue;
(b) the testimony is based on sufficient facts or data;
(c) the testimony is the product of reliable principles and methods; and
(d) the expert has reliably applied the principles and methods to the facts of the case.

The Frye Standard and Admissibility

The Frye standard is a “general acceptance” test that
is utilized to determine the admissibility of scientific evidence. Expert opinions that are based on a scientific technique are only admissible when the technique is widely used and generally accepted as reliable in the relevant scientific community. The reliability of the conclusion is not at issue with Frye — only the reliability of the methodology. In a nutshell, head counting in the relevant scientific community is utilized to determine if the methods or principles used to produce the conclusion is generally accepted. In its tally, courts often consider scholarly articles, journals, and affidavits to gauge the state of knowledge in the appropriate community of scientific experts.

The Frye test was conceived to keep unproven junk science out of the courtroom. However, the test also prevented the introduction of novel and innovative scientific techniques and inhibited courts from receiving beneficial cutting-edge scientific evidence. In 1993, many courts replaced the Frye test with the Daubert factors test, a more flexible standard entailing the contemplation of a variety of factors.

**Daubert Factors and Admissibility**

Daubert utilizes the Frye “general acceptance” test as only one factor in consideration of the reliability and admissibility of scientific evidence. While Frye offers some protection by ensuring that scientific theories are generally accepted in the scientific community, Daubert offers added protection because it applies more criteria to determine whether the proffered evidence is the consequence of reliable methodology. In fact, scientific evidence can be validated in court even before it has generally been accepted in the scientific community.

The four (core) non-exhaustive Daubert criteria for evaluating the admissibility of expert testimony are:

1. Whether the methods upon which the testimony is based are centered upon a testable hypothesis;
2. The known or potential rate of error associated with the method;
3. Whether the method has been subject to peer review; and
4. Whether the method is generally accepted in the relevant scientific community.

Expert witnesses should prepare to address with specificity the above criteria explicitly mentioned in Daubert and discuss how the criterion is satisfied and, when appropriate, why the factor is not relevant or does not apply.

The understanding, explanation, or application of Daubert factors to scientific evidence is evolving and, as a result, erroneous explanations and applications (e.g., methodology, peer review) routinely appear in published and unpublished opinions. As a result, admissibility analyses are not a predictable endeavor.

Daubert challenges usually arise soon after an expert submits a report and a deposition has been taken. However, if an in limine motion challenging an expert’s qualifications and/or proposed testimony is denied during the pretrial phase, an expert has been afforded a window into opposing counsel’s likely approach to cross-examination at trial. Beware: Challenges may also be raised in the first instance on voir dire or during cross-examination.

**Historical Legal Cases on Computer Fire Modeling**

Two prevailing historical court cases help define and illustrate how expert weathers the acceptance and rejection of computer fire modeling. In both cases, experienced expert witnesses professionally presented their findings, yet the courts came to separate conclusions regarding the admissibility of their fire modeling. One overriding premise in these cases was how effectively peer-reviewed findings and reliance on V&V studies were introduced, along with documentation on the general acceptance of fire modeling in the field of fire investigation.

The following are brief summaries of the two cases:


In the analysis of the Turner case, the plaintiff allegedly left his home to run errands, and shortly thereafter, the structure was “fully engulfed in flames.” Photos taken by a passerby captured the progression of the fire at the incipient stage until total destruction had occurred. Public as well as private fire investigators classified the fire as undetermined. After this, an expert was employed by the defendant to conduct an “evaluation involving an analysis of the progression of the fire.” The expert utilized
computer fire modeling to reach the conclusion that the fire was “incendiary and accelerated.”

The plaintiff filed suit for breach of contract and bad faith after his insurance claim was denied, and subsequently moved to exclude the testimony of the computer fire modeling expert.

In its analysis, the court ruled that the computer simulation was reliable and admitted it into evidence because:

(a) the software had been tested (“a number of small- and large-scale experiments [had been conducted to validate FDS” e.g. “September 2005 Computer Simulation of the Fires in the World Trade Center Towers Abstract”);

(b) “[t]he software has been adequately subject to peer review and publication” (“NIST Special Publication 1018’s acknowledgment section includes three pages of peer reviews and contributions while its bibliography lists 152 sources from which the technical data has been drawn”);

(c) known software error rates could appropriately be addressed during cross-examination (“NIST FDS cautions that two components of its calculations — flow velocities and temperatures — have error rates of 5% to 20%. However, plaintiff notes the 5% to 20% figure does not represent an overall error rate”);

(d) “computer simulation methodology is ‘generally accepted’ by the ‘relevant scientific community’” (citing NFPA 921 and “its use in three recent nationally recognized fires: the World Trade Center collapse, the Rhode Island nightclub fire, and the South Carolina sofa store fire”).

In Santos v. State Farm Fire & Cas. Co., 28 Misc. 3d 1078, 905 N.Y.S.2d 497 (Sup. Ct. 2010), the general acceptance of computer fire modeling for use in determining fire origin and causation was at issue in New York, a Frye state.

The plaintiff contended that the engineering expert’s proposed computer fire model was unsuited for and not generally utilized to determine fire origin and causation. The plaintiff’s fire investigation expert opined that computer fire modeling is not generally accepted as an investigative tool in the fire investigation community due to speculation related to building construction and materials used — and also that the computer fire model could not be used to determine fire causation.

The opposing expert, a professor with a PhD in chemistry, testified that: (a) “the underlying equations and laws of physics [related to computer fire modeling] have been generally accepted in the fire science community;” (b) “fire modeling of fire dynamics is not a new science;” (c) his testimony was not to “state the cause and origin of the fire but rather to apply the computer dynamics to see how the fire would spread;” (d) “the results of the fire modeling established that there was a timeline that matched a particular origin of the fire, that the damage in the building corresponded to the results of the modeling, and that the determination of fire dynamics in that particular theory [the timeline] is generally accepted for that purpose;” (e) and “[t]he computer fire modeling essentially verified the hypothesis as to the ignition source or cause of the fire [and is] ‘never *** accepted for determining the origin of the fire [but can help in determining the cause].’

The court’s analysis led to exclusion of the computer fire model because:

(a) “[w]hile computer fire modeling may be generally accepted in the scientific community for predicting the course of fires given a particular set of circumstances and, therefore, useful in fire prevention and safety, [the expert] has not demonstrated its general acceptance in fire investigation;”

(b) “[f]ire modeling carries with it a 15% to 20% margin for error assuming all conditions are correct but could be as high as 80 percent depending upon the real conditions [and the expert] acknowledged that there could be a difference between the material represented in a table and the actual material at the fire scene;”

(c) the regulatory agencies that utilize computer fire modeling (the Department of Energy and Nuclear Regulation Commission, the Department of Defense, the Department of Agriculture and ATF) “are involved in risk assessment as opposed to fire investigation based on scientific standards;”

(d) “[t]hese models in general are designed to start with the ignition of a fire under preset conditions and predict the time factors and conditions of growth and sometimes decay. They are not
designed to recreate a particular fire by working backward from a set of final observations to determine what the starting or even intermediate conditions were.”

Preparing for Challenges to Your Use of Computer Fire Models in Forensic Fire Investigations

Rule 26 Expert Witness Reports

In court cases, the best method to reduce the successful challenge of your use of computer fire modeling in forensic investigations is in the preparation of a comprehensive written report.

A “written report prepared and signed by the witness” is a prerequisite to expert witness testimony. Courts will utilize the report, in part, to determine relevancy, reliability, and qualifications. In theory, an expert witness is only allowed to testify to the facts and opinions contained in the expert witnesses’ report.

An expert report must contain:

(a) A complete statement of all opinions the witness will express and the basis and reasons for them;
(b) The facts or data considered by the witness in forming them;
(c) Any exhibits that will be used to summarize or support them;
(d) The witness’s qualifications, including a list of all publications authored in the previous 10 years;
(e) A list of all other cases in which, during the previous 4 years, the witness testified as an expert at trial or by deposition; and
(f) A statement of the compensation to be paid for the study and testimony in the case.

Failure to provide all of the information required by Rule can lead to preclusion as an expert. Conformity with Rule 26 facilitates Rule 702 admissibility if the expert witness report contains, at a minimum: (a) facts and data utilized to reach opinions held; (b) a thorough explanation of methodologies used; and (c) authoritative bases relied upon. Rule 26 also requires post-report disclosures of information in the report that is unfinished or requires supplementation. Changes that should have been included in the initial report are prohibited. Beware: Opposing counsel’s cross-examination may pose hypothetical questions based upon the facts not contained within the expert witness report.

Summary and Conclusions

Computer fire modeling can be a valuable tool in forensic fire engineering investigations. The forensic engineer or knowledgeable investigator must implement professional standards of care within their expert reports and testimony to ensure that the model exhaustively examines multiple hypotheses for a fire or explosion as well as address error rates. Based upon the current acceptable uses of computer fire models, experts must be prepared to contemplate the underpinnings of historical and pending legal case law, as well as methods to impart the results of modeling into expert reports and testimony. Experts should also be aware of the particular issues regarding the use of animations versus simulations, evidentiary guidelines, and authentication using verification and validation studies.
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